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摘　 要:
 

联邦学习是一种新兴的用于隐私保护的分布式学习框架。 在联邦学习框架中,客户终端设备在本地进行训练,不需

要将数据传输到中心服务器中,从而有效地保证了数据的隐私性和安全性。 然而,当参与训练的客户端数据分布趋于非独立

同分布(Non-IID)时,联邦学习训练得到的模型通常比集中式模型框架下的模型性能差。 为了解决联邦学习节点上数据非独

立同分布导致的模型训练精度不理想的问题,本文提出一种基于生成对抗网络的数据增强方法,在不涉及用户隐私的前提下

有效改善模型训练性能。 仿真结果表明,在多种 Non-IID 数据划分策略下,本文所提出的方法能有效的提高模型精度并加快

模型收敛,与基准方法相比,所提方法在 Non-IID 场景下能取得 20%以上的精度提升。
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Abstract:
 

Federated
 

learning
 

is
 

an
 

emerging
 

distributed
 

learning
 

framework
 

for
 

privacy
 

preservation.
 

In
 

this
 

framework,
 

client
 

devices
 

perform
 

training
 

locally
 

without
 

transmitting
 

data
 

to
 

a
 

central
 

server,
 

effectively
 

ensuring
 

data
 

privacy
 

and
 

security.
 

However,
 

models
 

trained
 

in
 

federated
 

learning
 

often
 

perform
 

worse
 

than
 

those
 

trained
 

in
 

centralized
 

frameworks,
 

especially
 

when
 

the
 

data
 

distribution
 

of
 

the
 

participating
 

clients
 

is
 

non - independent
 

and
 

identically
 

distributed
 

( NIID) .
 

To
 

address
 

the
 

problem
 

of
 

suboptimal
 

model
 

training
 

accuracy
 

caused
 

by
 

NID
 

data
 

on
 

federated
 

learning
 

nodes,
 

this
 

paper
 

proposes
 

a
 

data
 

augmentation
 

method
 

based
 

on
 

generative
 

adversarial
 

networks
 

(GANs)
 

to
 

effectively
 

improve
 

model
 

training
 

performance
 

without
 

compromising
 

user
 

privacy.
 

Simulation
 

results
 

demonstrate
 

that
 

the
 

proposed
 

method
 

effectively
 

improves
 

model
 

accuracy
 

and
 

accelerates
 

model
 

convergence
 

under
 

various
 

NID
 

data
 

partitioning
 

strategies.
 

Compared
 

with
 

baseline
 

methods,
 

the
 

proposed
 

method
 

achieves
 

over
 

20%
 

accuracy
 

improvement
 

in
 

NID
 

scenarios.
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0　 引　 言

近年来,随着电子设备存储容量的增加,能够存

储或访问更多数据。 但如何在保护用户隐私的前提

下充分利用人工智能挖掘出相关数据的价值,已成

为了人工智能技术的一大难题[1] 。 谷歌于 2016 年

提出了一种联邦学习方法,旨在联合众多拥有数据

的客户端共同训练一个机器学习模型。 联邦学习不

仅在电信、医疗、金融等领域发挥了重要作用,还凭

借其分布式和隐私保护等特性,在边缘计算和语音

处理等场景中得到广泛应用[2-3] 。
虽然联邦学习是一种新兴的隐私保护方法,但

与集中式学习相比,在实际应用中仍面临诸多挑战。
联邦学习将大部分数据保留在本地,从而有效保障

了数据的安全性和隐私性。 然而,由于不同客户端

的数据类别和分布存在差异,往往不满足独立同分

布(Non-IID)假设,这使得联邦学习在模型准确度、
通信成本等方面的性能往往低于集中式方法[4-5] 。

在横向联邦学习中,应对
 

Non-IID
 

数据问题的

方法主要包括数据共享、数据增强和局部微调。 数



据共享方法简单而高效,有效地处理水平联邦学习

的 Non-IID 数据,其核心是构建一个分布均匀的全

局共享数据集 G, 并通过该数据集对全局模型进行

预热训练,将模型存储在服务器端[6] 。 随后,从 G
中随机抽取一定比例的数据分发至各客户端,使其

结合本地数据与共享数据进行训练,从而更新客户

端模型[7] 。 数据增强方法则通过随机变换等方式

增加训练数据的多样性,从而缓解联邦学习中的数

据异构问题[8] 。 Zhu 等[6] 提出数据共享策略,改变

搬土距离,即通过创建一部分数据来改善对 Non -
IID 数据的训练,该数据在所有边缘设备之前全局

共享;Wang 等[9]提出 FedNova 算法,通过引入正则

项减轻数据分布差异的影响,从而使局部损失函数

保持一致;Lin 等[10]使用知识蒸馏来加速模型收敛,
提出在中心服务器中聚合,将局部模型的优点相结

合;Li 等[11]提出 FedProx 算法,在 FedAvg 算法的基

础上 添 加 了 一 个 正 则 项, 减 少 权 重 的 差 异;
Karimireddy 等[12] 提出使用 SCAFFOLD ( Stochastic

 

Controlled
 

Averaging
 

for
 

Federated
 

Learning) 算法传

输控制变量,从而减少权重差异;Chen 等[13] 提出两

阶段的联邦学习优化方法 FedSA,将联邦学习训练

分为初始阶段与收敛阶段,初始阶段设置较大的本

地训练轮数,但由于本地训练轮数较多,所产生的权

重会有较大的差异。
基于上述研究成果,可以发现:在数据非独立同

分布的情况下,联邦学习的优化可从全局模型权重

聚合和本地客户端数据两方面入手。 为此,本文提

出一种面向联邦学习的数据增强方法,在保护数据

隐私的前提下,有效缓解 Non-IID 数据导致的模型

精度下降问题,同时保持训练效率不受影响。

1　 联邦学习理论基础

典型的联邦学习场景是在本地客户端设备负责

存储和处理数据的约束下,只上传模型更新的梯度

信息,在数千万到数百万个客户端设备上训练单个

全局模型 w。 中心服务器的目标函数 F(w) 可表

示为:

min
w F(w),F(w) = ∑

m

k = 1

nk

n
Fk(w)

 

(1)

　 　 其中, m 是参与训练的客户端设备总数; n 是

所有客户端数据量总和; nk 是第 k 个客户端的数据

量; Fk(w) 是第 k 个设备的本地目标函数:

Fk(w) = 1
nk

∑
i∈dk

fi(w) (2)

　 　 其中, dk 是第 k 个客户端的本地数据集, fi(w) =
α(xi,yi,w) 是具有参数 w 的模型对数据集 dk 中的

实例 (xi,yi) 产生的损失函数。
dk 中所有实例产生的损失函数之和除以客户

端 k 的总数据量就是本地客户端的平均损失函数,
损失函数与模型精度成反比,因此,机器学习的目标

函数优化通常是让损失函数达到最小值。
在联邦学习的目标函数优化算法中,通常采用

质量随机梯度下降( SGD)算法,即通过将本地客户

端模型训练的损失函数乘以固定的学习速率来计算

新一轮的权重更新[14] 。 本地客户端的模型权重更

新为:
w t,k = w t -1,k - η �Fk(w) (3)

　 　 第 t 轮通信中心服务器的模型聚合更新为:

w t = ∑
K

k = 1

nk

n
w t,k (4)

　 　 在大多数情况下,联邦学习采用客户端-服务

器架构,客户端也称为数据持有者。
随着迭代的进行,客户端的模型与全局目标模

型之间的优化趋势分歧不断累积,需要更多的通信

轮次才能达到收敛,降低联邦学习的性能[15] 。 因

此,具有多个局部更新的局部训练可能会损害收敛

性,甚至导致发散[16] 。

2　 生成对抗网络理论基础

生成对抗网络( Generative
 

Adversarial
 

Network,
GAN,)的核心思想来源于博弈论的纳什均衡[17] 。
设定参与游戏双方分别为一个生成器(Generator)和
一个判别器(Discriminator),生成器的目的是尽量去

学习真实的数据分布,而判别器的目的是尽量正确

判别输入数据是来自真实数据还是来自生成器。 为

了取得游戏胜利,这两个游戏参与者需要不断优化,
各自提高自己的生成能力和判别能力,这个学习优

化过程就是寻找二者之间的一个纳什均衡,生成对

抗网络结构示意图如图 1 所示。 任意可微分的函数

都可以用来表示 GAN 的生成器和判别器,本文用可

微分函数 D 和 G 分别表示判别器和生成器,两者输

入分别为真实数据 x 和随机变量 z。 G( z) 则为由 G
生成的尽量服从真实数据分布 pdata 的样本。 如果判

别器的输入来自真实数据,标注为 1;如果输入样本

为 G( z), 标注为 0。 D 的目标是实现对数据来源的

二分类判别:真为来源于真实数据 x 的分布;伪为来

源于生成器的伪数据 G( z)。 而 G 的目标是使自己

生成的伪数据 G( z) 在 D 上的表现 D(G( z)) 和真
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实数据 x 在 D 上的表现 D(x) 一致,这两个相互对

抗并迭代优化的过程使得 D 和 G 的性能不断提升,
当最终 D 的判别能力提升到一定程度,并且无法正

确判断数据来源时,可以认为这个生成器 G 已经学

到了真实的数据分布。

判别
模型D

真/假?

真实
数据X

生成
模型G

随机
噪声

x

G(z)

图 1　 生成对抗网络结构示意图

Fig.
 

1 　 Schematic
 

diagram
 

of
 

the
 

generative
 

adversarial
 

network
 

structure

　 　 生成对抗网络的训练过程可看作 2 个模型的零

和博弈,生成器输入低维随机噪声,输出虚拟样本,
其优化目标是尽可能让判别器将虚拟样本误判为真

实样本;而判别器输入真实样本和虚拟样本,输出每

条样本是真实样本的概率,其优化目标是尽可能正

确区分两类样本,该过程可看作以下的优化问题,如
下式:
min

G
max

D
Εx ~ pdata

[logDx] + Εz ~ pz
[log(1 - D(G( z)))]

(5)
生成对抗网络已经发展出多种变体,主要可分

为两类:体系结构变体和损失函数变体。 GAN 进行

了许多的优化与改进, 例如条件生成对抗网络

(Conditional
 

GAN,cGAN,)使用辅助的标签信息来

增强原始 GAN,对生成器与判别器都使用标签数据

进行训练, 使模型具备产生特定条件数据的能

力[18] ;半监督生成对抗网络(Semi-supervised
 

GAN,
 

sGAN)
 

利用少量标签,通过判别器或分类器末端重

建标签信息,实现对半监督数据的有效利用;辅助分

类器生成对抗网络( Auxiliary
 

Classifier
 

GAN,
 

AC -
GAN)主要用于条件图像合成任务,在判别器中增

加一个辅助分类器,同时可引入额外辅助信息,从而

支持半监督学习并提升生成质量[19] 。

　 　 在 AC-GAN 中,损失函数由判别器损失和分类

器损失两部分组成,判别器的训练目标是最大化

Ls + Lc, 其中 Ls 为源损失,用于区分真实样本与生

成样本,公式如下:
Ls = Ε[log

 

P(S = real | Xreal)] + Ε[log
 

P(S =
fake | X fake)] (6)

　 　 Lc 为类别损失,用于预测样本的类别,公式

如下:
　 　 Lc = Ε[log

 

P(C = c | Xreal)] + Ε[log
 

P(C =
c | X fake)] (7)

　 　 生成器的训练目标则是最大化 Ls - Lc, 以生成

逼真的图像并满足指定类别。

3　 数据增强的联邦学习方法

3. 1　 问题描述

在传统的分布式机器学习中,服务器可以收集

和处理所有的训练数据,而且可以在训练前,将数据

集划分为多个与全局数据分布特征相同的独立同分

布数据子集,分配给各个节点,从而加速模型训练过

程。 然而由于物联网设备的异构性,处理能力、架构

不尽相同,加上用户本身的使用习惯、个人爱好千差

万别,导致数据的非独立同分布。 在联邦学习训练

中,每个节点拥有的数据不尽相同,如:在医疗领域,
不同的参与方可能拥有着来自不同病人的医疗图像

数据,综合性医院每种类型的数据可能都比较全面,
而专科医院可能只有某一类的数据,因此在训练过

程中,各节点的数据在汇总到服务器时可能出现节

点漂移。 McMahan 等[2]通过实验证明,FedAvg 算法

不仅能够有效处理独立同分布(IID)数据,对于非独

立同分布( Non-IID)数据,同样可以实现模型训练

收敛,但节点漂移仍可能影响模型的收敛速度和性

能。 但是相关实验结果显示,Non-IID 的数据分布

场景下,FedAvg 算法的模型准确率和收敛速度相较

于 IID 数据分布场景都有很大程度的下降。 联邦学

习中 Non-IID 数据下的权值发散示意如图 2 所示。

图 2　 联邦学习中 Non-IID 数据下的权值发散示意图

Fig.
 

2　 Schematic
 

diagram
 

of
 

weight
 

divergence
 

under
 

Non-IID
 

data
 

in
 

federated
 

learning

　 　 图 2 中, ω(K)
mT 表示第 K 个设备在第 m 次训练的

第 T 次本地训练后的模型参数,当数据是独立同分

布数据时,每个客户端在多轮训练后的权值更新差

距较小,而且 ωc
mT 与 ωf

mT 的偏差很小;当数据是非独
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立同分布数据时,每个客户端在多轮训练后的权值

更新差距就会变大。
本文提出了一种面向非独立同分布数据下的联

邦学习数据增强方法———Fed-Aug。 该方法通过数

据增强的方式来平衡各个节点之间的数据分布差异,
从而提高全局模型的准确率。 本文的数据增强方案

在预处理阶段进行,而联邦学习的模型训练过程称为

主任务训练。 当主任务开始时,各客户端基于增强后

的数据集进行模型训练,其训练流程与常规联邦学习

一致。 该方法无需将数据上传至中心服务器,从而在

一定程度上保护了数据隐私。 此外,除了因客户端数

据集规模扩大而带来的训练开销外,该方法不会增加

客户端与服务器之间的通信开销,具有较好的实用性。
3. 2　 联邦学习数据增强方法

本文提出一种面向非独立同分布数据下的联邦

学习数据增强方法———Fed-Aug 算法如图 3 所示。

客户端接收模型，生成虚假
数据fakeDataset

分发生成对抗网络模型

随机选择性部分客户端St

服务器初始化全局模型W0

开始

统计本地数据分布

依据填充策略增强数据得到
newDataset

本地训练更新模型Wk

服务器端聚合

是否达到最大迭代轮次？

输出最终全局模型Wt

结束

N

Y

图 3　 联邦学习数据增强方法流程

Fig.
 

3 　 Flowchart
 

of
 

the
 

federated
 

learning
 

data
 

augmentation
 

algorithm

　 　 首先,联邦学习服务端利用公共数据集训练生

成对抗网络(GAN)模型,并将该生成模型分发给所

有参与训练的客户端;各客户端使用生成模型对本

地数据进行增强,同时独立统计本地数据分布信息,
并根据不同的数据填充策略对数据进行填充,从而

完成数据增强。

4　 仿真实验

4. 1　 实验设置

本文提出的优化方法基于 PyTorch 框架实现,

部分基准方法采用 NIID -Bench 提供的实现代码。
实验选取了两个常用的图像分类数据集 MNIST 与

CIFAR-10 作为实验数据集,采用离线仿真的方式

进行,以验证所提算法的性能。 实验运行环境包括

硬件配置与软件环境,见表 1。
表 1　 实验环境配置

Table
 

1　 Experimental
 

environment
 

configuration

类别 配置

处理器 CPU AMD
 

Ryzen
 

7
 

6800H
 

with
 

Radeon
 

Graphics

内存(RAM) 128
 

GB

编程语言 Python
 

3. 7. 11

深度学习框架 PyTorch
 

1. 13. 1

　 　 为了更贴近实际应用场景,本文采用狄利克雷

(Dirichlet)分布与病态划分方式来构造非独立同分

布数据集。 其中,Dirichlet 分布通过调整参数(如

0. 5 与 0. 1)来控制数据的异质性;而病态划分则模

拟极端情况下的标签倾斜,使每个客户端仅包含少

数类别,甚至出现 1-Label 设置(即每个客户端只含

单一类别样本)。 CIFAR-10 数据集在不同划分方

式下的分布情况如图 4 所示。

Client0
Client1
Client2
Client3
Client4
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图 4　 CIFAR-10 在不同划分方式下数据分布情况

Fig.
 

4　 CIFAR-10
 

data
 

distribution
 

under
 

different
 

partitioning
 

methods

4. 2　 数据增强与填充

4. 2. 1　 数据增强

本文用于数据增强的生成对抗模型由联邦学习

服务器预先完成训练,生成模型采用 AC -GAN,训
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练过程中使用 Adam 优化器,学习率设为 0. 000
 

2。
在 MNIST 和 CIFAR-10 数据集上进行训练时,由于

CIFAR-10 数据集相较于 MNIST 更加复杂,因此训

练了 1
 

000 轮才达到较好的效果。 实验结果表明,
该模型生成的虚拟样本与真实数据高度相似,如图

5 所示。

(a)
 

训练 200 轮次　 　 　 　 　 　 　 　 　 　 (b)
 

训练 2
 

000 轮次

图 5　 不同训练轮次下 AC-GAN
 

生成的虚拟样本

Fig.
 

5　 Virtual
 

samples
 

generated
 

by
 

AC-GAN
 

at
 

different
 

training
 

rounds

4. 2. 2　 数据填充

虚假数据生成后,本文进一步设计了两种数据

填充策略,以缓解客户端间的数据分布不均衡问题。
第一种是基于阈值的填充策略:统计每个客户端的

本地标签类别数量 Li < padding_threshi, 并设定阈

值比例为 0. 1,计算其对应的填充阈值 padding _
threshi, 若 某 客 户 端 的 标 签 类 别 数 量 Li <
padding_threshi, 则利用生成的虚拟样本对其进行

填充,否则保持不变。 第二种是基于平均值的填充

策略:首先统计所有客户端的本地标签类别数量并

计算所有客户端的平均值 avg(L)。 对于本地类别

数量少于 avg(L) 的客户端利用生成对抗网络生成

的虚拟样本进行填充,从而缓解不同客户端间数据

分布不均衡的问题。
以 MNIST 数据集在 Dirichlet 划分下的结果为

例,在 α = 0. 1 时,原本每个客户端仅包含部分类别

数据,而通过增强生成的虚拟样本填充后,整体分布

更接近独立同分布,这种改善有效减少了客户端与

全局模型在聚合过程中的差异,有效提升了最终模

型的准确率(如图 6 所示)。
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图 6　 MNIST 数据在 Dirichlet 划分下数据填充分布展示

Fig. 6　 MNIST
 

data
 

fill
 

distribution
 

display
 

under
 

Dirichlet
 

partitioning

4. 3　 实验结果与分析

为了验证所提出优化方法的有效性,本文基于

不同的数据划分方式,对联邦学习在
 

100
 

轮通信后

的全局模型精度进行了评估,并与经典的基线方法

FedAvg、FedProx、FedNova 进行了对比实验。 本文引

入参数 β 来表示虚拟数据的填充比例:当 β = 0,即
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为传统 FedAvg 算法;当 β = 10%表示在数据划分后

利用生成的虚拟数据按 10%的比例进行填充;当 β
= 50%时,则表示采用平均值填充策略,不同 Non-
IID 程度下的正确率比较见表 2。 可以看出,在所有

划分方式中,本文提出的优化算法均取得了更高的

模型准确率。 以 CIFAR-10 数据集上的图像分类任

务为例,在 β = 10%设置下,1-Label 由于节点间数

据分布差异较大, FedAug 算法的精度较 FedAvg、

FedProx、 FedNova 算法提升了 23. 22%、 23. 08%、
23. 47%;在 β = 50%设置下,按照 Dir(0. 5)的数据

划分, FedAug 算 法 的 精 度 较 FedAvg、 FedProx、
FedNova 算法提升了 3. 46%、4. 61%、2. 96%。 实验

结果表明, 无论数据的异质性程度如何变化,
FedAug 算法在图像分类任务上的性能都优于

FedAvg 算法。

表 2　 不同 Non-IID 程度下的正确率比较

Table
 

2　 Comparison
 

of
 

accuracy
 

rates
 

under
 

different
 

Non-IID
 

degrees %

方法
MNIST

1-Lable Dir(0. 1) Dir(0. 5)

CIFAR-10

1-Lable Dir(0. 1) Dir(0. 5)

FedAvg 15. 57 94. 74 98. 71 12. 66 51. 19 54. 57

FedProx 11. 26 97. 50 98. 60 12. 80 50. 52 53. 42

FedNova 15. 48 97. 43 98. 47 12. 41 53. 50 55. 07

β = 50
β = 10

29. 62
96. 89
96. 76

98. 92
98. 78

35. 88
53. 02
53. 29

58. 03
57. 89

　 　 4 种联邦学习算法的精度变化趋势如图 7 所

示,可见 FedAug 在收敛速度和最终精度上均优于

基线方法,尤其是在高度异质的 1-Label
 

设置下,性
能提升更加显著。
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MNIST
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4 种算法对比　 　 　 (b)
 

MNIST
 

Dir(0. 1)本文方案与基线对比　 (c)
 

MNIST
 

Dir(0. 5)本文方案与基线对比

图 7　 MNIST 数据集在 3 种数据划分下的精度变化趋势

Fig.
 

7　 Changing
 

trend
 

of
 

the
 

MNIST
 

dataset
 

under
 

three
 

data
 

partitions

　 　 CIFAR-10 数据集联邦学习算法的测试精度趋

势如图 8 所示,可见与其他基线相比,在不同的数据

异质性设置中,FedAug 算法能达到更高的精度和更

快的收敛;在分类任务相对复杂的 CIFAR-10 数据

集上,在训练一开始,FedAug 就超过了极限算法,在
3 种数据异质性设置下, 分别达到了 35. 88%,
53. 29%,57. 89%的精度,而其他基线算法,最高只

能达到 12. 66%、51. 19%、54. 57%的精度。
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　 　 　 　 (a)
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1-Label
 

四种算法对比　 (b)
 

CIFAR-10Dir(0. 1)本文方案与基线对比　 (c)
 

CIFAR-10Dir(0. 5)本文方案与基线对比

图 8　 CIFAR-10 数据集在 3 种数据划分下的精度变化趋势

Fig.
 

8　 Changing
 

trend
 

of
 

the
 

CIFAR-10
 

dataset
 

under
 

three
 

data
 

partitions
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5　 结束语

为了提升联邦学习在 Non-IID 场景下的全局模

型精度与收敛效率,本文提出了一种面向非独立同

分布数据的联邦学习数据增强方法———FedAug。
首先, 在 服 务 器 端 预 训 练 公 共 生 成 对 抗 网 络

(GAN),并将其下发至各个客户端,客户端利用生

成的虚拟样本对本地数据进行增强;在生成对抗网

络训练过程中对判别器引入噪声,以有效保护原始

数据隐私。 通过在 MNIST 和 CIFAR - 10 数据集上

的对比实验验证,FedAug 在不同的数据划分方式下

均显著优于基线算法,不仅提高了全局模型的最终

精度,也加快了收敛速度,尤其是在高度异质的 1-
Label 场景中,FedAug 的精度较传统方法最高提升

了 23. 22%,而在 Dir(0. 5)场景下依然保持稳定的

优势,充分说明了 FedAug 在复杂数据分布下的鲁

棒性和实用性,为解决联邦学习中的数据异质性问

题提供了一种有效途径。
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